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1. Introduction

This issues paper will start with two brief scenarios for you to consider. The first scenario is: you are presiding over a criminal trial. The accused tells you that she requests a new trial because your adult children, who no longer live with you, have several social media connections with the victim’s family. The second scenario is: you are informed that an accused wrote about you on social media. He then appeared before you and was found guilty of an offence related to firearm use. The accused wrote that he would ‘get you’ on social media and he posted a photograph of bullets beside those words. Both of these scenarios are loosely based on situations that judicial officers faced in reality. This issues paper will discuss these situations later on. Do you know what you would do if either of these scenarios happened to you?

This issues paper, prepared for ‘A Symposium: Challenges of Social Media for Courts & Tribunals’ in May 2016, organised by The Australasian Institute of Judicial Administration Inc. and the Judicial Conference of Australia (“Symposium”), intends to help you decide what you would do in both of these situations, in addition to help you decide what you would do in other challenging situations that involve social media.

Social media is a relatively new type of technology that is having a significant impact upon the lives of individuals and upon the world at large. “Social media” is the contemporary phrase used to describe modern digital methods of communication having extensive reach and popularity; the forms of social media and the features thereof are continuously evolving.\(^1\) Over sixty percent of Australians use social media.\(^2\) Social media has also had a significant impact on Australian courts and tribunals in a relatively short period. The author of this issues paper commenced her research about how social media impacts upon the courts in 2011. At that time, there was little Australian research in this area and little evidence that Australian courts were taking significant advantage of the benefits that social media use offers or had taken significant steps to prevent the dangers that social media use may cause.

Currently, a body of Australian research exists about how social media impacts upon courts and tribunals. Many Australian courts and tribunals use social media to inform the public about court activities in real time. Australian courts and tribunals are also taking protective measures to try to prevent the dangers that social media may bring. Some of these dangers include: judicial officers using social media inappropriately in their personal capacity and jurors using social media inappropriately. An example of one of the protective measures that Australian courts are taking is that they direct jurors not to use social media to discuss the trial that they are allocated to.

The specific topics that this issues paper will discuss and the order in which it will discuss them is as follows: (a) what is social media and how it works; (b) when judicial officers and tribunal members (and their families) personally use social media – the

1. Comite Interprofessionnel Du Vin De Champagne v Powell [2015] FCA 1110 (20 October 2015) [131] [Beach J].
potential benefits and risks; (c.) when courts and tribunals use social media – the potential benefits and risks; (d.) when social media is used to analyse and comment upon the work of the courts and tribunals; and (e.) when social media is used maliciously or contumaciously to denigrate or threaten judicial officers or tribunal members; the issues involved, can judicial officers be protected, and the potential for Government response. These are the same topics that were discussed at the Symposium.

Ultimately, the purpose of this issues paper and of the Symposium was to provide Australian judicial officers with a basic understanding of social media and some of the issues that concern its use that are highly pertinent to courts and tribunals, to help ensure that the public’s confidence in the judiciary is not lowered because of social media, and possibly even increased in some ways. Australian judicial officers currently vary regarding their knowledge about social media and the ethical issues associated with it. It is envisioned that this issues paper and the Symposium help to level the playing field.

When this issues paper refers to ‘courts’, it includes both courts and tribunals, and when it refers to ‘judicial officers’, it includes both judicial officers and tribunal members.

2. What is Social Media and how it Works

“Social media” encompasses social interaction via technological means. These technological means allow users to interact with vast amounts of information in unprecedented ways, and allows for personalization as a result of the ability to control the flow of information. Examples of popular social media include: Facebook, Twitter, YouTube, Instagram, LinkedIn and blogs. A person can use social media to share information, including comments, photographs and videos easily and it is normally free to do so. A person merely needs internet access on a computer or a digital media device to use social media. A large number of people can see what a social media user shares, and the information shared ‘may remain on the internet in perpetuity’. A social media

3 This issues paper is distinctive in that a draft of it was provided to everyone who attended the Symposium before the Symposium occurred. Speakers at the Symposium spoke about the topics contained in it. The author of this issues paper modified this issues paper after the Symposium to ensure that it contained some of the relevant material that was shared at the Symposium. This document represents the final version of the issues paper.
6 Tom Johansmeyer, Social Media is Free: Social Media Marketing is Not (11 January 2011) <http://www.adweek.com/socialtimes/social-media-is-free-social-media-marketing-is-not/35000>.
user can also add comments, photographs, etc. to an existing social media post. Social media users can modify the privacy settings that apply to their social media to control who can see their social media accounts and posts.

Social media has some similarities with the average website, but an important difference is that social media permit the public to post information immediately, and the average website generally does not. Social media are also highly interactive, whereas the average website usually is not. It is also ordinarily easier for the average person to create and update a social media account than it is to create a website because social media is very user friendly. A person who wants to create a website will normally have to purchase the domain name (the online address) for the website, but a social media user does not need to do the same.

The rest of this section will explain some of the most popular social media briefly.

**Facebook**

Facebook is a social media that enables ‘users to identify, contact, and befriend other members’. Each Facebook user can post photographs, comments and videos on their profile page, called a ‘wall’. Other people who use Facebook can press a button underneath any post on a Facebook ‘wall’ to indicate that they ‘like’ a post or that the post makes them feel ‘sad’, ‘angry’, etc. A Facebook user can send a ‘friend’ request to another Facebook user. Assuming that the other user accepts the ‘friend’ request, the two Facebook users can see each other’s Facebook ‘wall’ (depending on their privacy settings). The Facebook users can also send each other private messages. Over one billion people used Facebook daily as of December 2015.

---

10 Bartels and Lee, above n 8, 37.
12 For an example of a website that sells domain names, see: GoDaddy, <https://au.godaddy.com/>.
14 Techopedia, Facebook Wall <https://www.techopedia.com/definition/5170/facebook-wall>.
16 Jones, above n 13, 284.
18 Jones, above n 13, 284.
Twitter

Twitter is a social media platform that people can use to post short comments, links, photographs and videos on their profile pages. The name of each profile page commences with the ‘@’ symbol. A person who uses ‘Twitter’ is called a ‘Twitterer’. A Twitterer’s Twitter post is called a ‘tweet’. Each Twitter profile has a list of everyone who follows the Twitterer. Twitterers can press a button to ‘like’ other Twitterer’s tweets. A Twitterer can post another person’s tweet on their homepage, which is called ‘retweeting’. A Twitterer can press the ‘follow’ button on other Twitterer’s profiles and then the other Twitterer’s tweets appear on the Twitterer’s homepage. Twitterers can discuss specific events, issues, etc. by adding the ‘#’ symbol before a word. Twitterers can then search for the specific word or words that comprise the event, issue, etc. to read what other Twitterers tweeted about it. Twitter restricts the length of tweets to 140 characters, but certain programs can help a Twitterer to avoid this restriction. Twitterers can also tweet a link to avoid this restriction: Twitter converts links to 20 characters, even if they are longer. Three hundred and twenty million people used Twitter monthly, as of October 2015.

YouTube

YouTube is a social media platform that allows people to share videos. People who use YouTube have their own YouTube page called a ‘channel’ where they post videos and information about themselves. YouTube users can comment on videos posted on YouTube and they can also click ‘like’ and ‘dislike’ buttons. YouTube users can adjust their privacy settings so that only certain people can see their videos. Over eight hundred million different people use YouTube per month.

Instagram
People can use the social media platform Instagram to upload photographs and videos which they can share with others on Instagram or on other social media platforms, such as Facebook and Twitter. People who use Instagram can create a profile page that contains information about them, in addition to the photographs and videos. Instagram users can modify their privacy settings so that only selected people can see their content. They can also press a button to ‘like’ Instagram content.\(^\text{36}\)

**LinkedIn**

People who use the social media platform LinkedIn can create a profile that contains detailed information about their current and past employment.\(^\text{37}\) They can also connect to people in many different industries.\(^\text{38}\) Employers and employees can find information about each other on LinkedIn.\(^\text{39}\) LinkedIn users can also search for other people’s CVs.\(^\text{40}\) Over 300 million people use LinkedIn.\(^\text{41}\)

**Blogs**

Blogs are ‘[d]iscussion or information sharing sites consisting of multiple “posts”. Blogs can be authored by an individual or group. Most blogs allow visitors to leave comments or, in some cases, to message other readers directly.’\(^\text{42}\) At least six million Australians have blogs.\(^\text{43}\)

One of the most important issues to consider regarding the courts and social media is the potential benefits and risks that result from judicial officers and their families using social media personally. Considering this issue can help judicial officers decide whether they want to use social media in a personal capacity (or if they currently use social media in a personal capacity, whether they want to continue doing so) and whether they should talk to their family members about their family members’ social media use.

---

36 Comite Interprofessionnel Du Vin De Champagne v Powell [2015] FCA 1110 (20 October 2015) [139] (Beach J).
37 Marilyn Krawitz, An Examination of Social Media’s Impact upon the Courts in Australia (PhD (Law) Thesis, Murdoch University, 2014) 14.
43 Ibid.
3. When Judicial Officers and Tribunal Members (and their Families) Personally Use Social Media - the Potential Benefits and Risks

a. The Benefits

‘Judges today are more in touch with the community than they were during the 19th century (when, significantly, many judges were not even legally qualified).’ It is important for judicial officers to stay in touch with their community and using social media in a personal capacity can help them to do so. There are other benefits to judicial officers when they use social media personally.

If judicial officers use social media, it can improve their image. The public may find that judicial officers are more approachable and relatable. Judicial officers can use social media to see what their family and friends are doing and to see the latest photographs and/or videos of their friends and family. Judicial officers can use social media to quickly learn about judgments worldwide with little effort. Judicial officers can use social media to keep up to date with current events in Australia and internationally. They can also use social media to learn the public’s views on important issues (for example, whether Australia should become a republic) and to listen to new music that they like (which would be particularly easy to do on YouTube).

The knowledge that judicial officers acquire from using social media personally can potentially help them with their job. They may better understand how to warn jurors against using social media to discuss a trial. They may also be better able to decide whether stalking on social media took place, whether a defendant defamed the plaintiff in a trial involving an allegation of defamation on social media and whether they will permit witnesses to testify by Skype.

45 Judge Gibson, above n 11, 253.
46 Justice Virginia Bell AC, ‘The Role of a Judicial Officer - Sentencing, Victims and the Media’ (Speech delivered at the Magistrates’ Court of Victoria Professional Development Conference, 22 July 2015) 17.
b. The Risks

There are potential risks if judicial officers use social media personally. If a judicial officer writes an inappropriate post on social media, the post can become public and many people can see it without the judicial officer knowing who wrote the post. People can easily and quickly inform others about the post. The post may be permanently available to the public, even if the judicial officer deletes it. This is because sharing is at the heart of social media. When a person posts on social media, they may erroneously assume that they control that information and who sees it. They may have set privacy settings so that only a chosen group of people can see their posts. The reality is that other people may be able to share what the original person posted and their post can potentially be seen around the world. Further, if a judicial officer posts on social media anonymously, the public can become aware of the judicial officer’s identity. Therefore, judicial officers should be careful about what they share on social media if they choose to use it.

American judicial officers have used social media inappropriately several times. For example, New York State Supreme Court Judge Matthew A. Sciarrino was transferred because he posted comments and photographs on social media while he was in the courtroom. He also became the contact of many lawyers on Facebook. A judge in Georgia contacted a party who appeared before him on Facebook. The judge and the party met in person and the party borrowed money from the judge. The judge advised the party about her case. When the public learned about the relationship, the judge resigned from his position. If a judicial officer becomes a contact of a lawyer or another participant in a trial on social media, someone may accuse the judicial officer of bias. This issues paper will discuss this subject in detail later on.

Another example of an American judicial officer who used social media inappropriately is Judge Olu Stephens of the 30th Judicial Circuit in Kentucky, who commented on social media that a prosecutor was racist. As a result, His Honour was not permitted to preside over a trial.

51 Federal Court of Australia, Draft Guidelines for Judges about Using Electronic Social Media (2013);
52 American Bar Association, Formal Opinion 462, Judge’s Use of Electronic Social Networking Media (21 February 2013) 1 - 2.
53 See, for example, Jane Buchanan, Identifying an Anonymous Facebook User <http://smallbusiness.chron.com/identifying-anonymous-facebook-user-41415.html? >. Section 7 of this issues paper provides more detail about discovering the identity of someone who makes social media posts while using an anonymous identity.
54 Jones, above n 13, 294.
56 See: Marilyn Krawitz, An Examination of Social Media’s Impact upon the Courts in Australia (PhD (Law) Thesis, Murdoch University, 2014) 43 - 54.
According to a 2013 Australian article, there have been no Australian cases regarding judges using social media inappropriately. This could be because few Australian judicial officers use social media, so they do not use it inappropriately. It could also be that the inappropriate use is simply not known about. It is hoped that Australian judicial officers have simply not used social media inappropriately to date. Australian judicial officers are known to be very ethical. If the judicial officers who may need it take advantage of the training about social media that is provided to them, then Australian judicial officers may never use social media inappropriately.

Training for Australian judicial officers regarding social media that took place to date includes the National Judicial College of Australia holding a session entitled ‘Media/Social Media and its Influence on the Judiciary’ in its ‘Dialogues on being a Judge’. The Australasian Institute of Judicial Administration Incorporated held an ‘AIJA Courts and Tribunals Technology Conference’ in May 2015 that had sessions that included discussions about social media. The Australasian Institute of Judicial Administration Inc. and the Judicial Conference of Australia also provided valuable training for judicial officers regarding social media at the Symposium.

Information technology specialists can work with judicial officers on computers and demonstrate how social media works. Judicial officers can then practise creating social media accounts themselves (without using their given name on the accounts) and posting information on those accounts, if they choose to. They can delete those accounts after they create them and learn how to use social media. This is in addition to training judicial officers about social media in an abstract sense and telling them about the ethical challenges that may arise if they use social media. It could also be beneficial to train other court employees besides judicial officers (such as judges’ associates) about


For another example of an American Judge who used social media inappropriately, see: Public Reprimand of B. Carlton Terry Jr., N.C. Judicial Standards Comm’n Inquiry No 08-234 (2009).


Bartels and Lee, above n 8, 49.

social media, including how to use social media and their corresponding ethical obligations. If court employees use social media inappropriately, this could also negatively impact upon the public’s confidence in the judiciary.

c. Should Judicial Officers Use Social Media in a Personal Capacity?

It is well known that when lawyers join the judiciary, there are some constraints on their behaviour. One might argue that one of these constraints should include that judicial officers cannot use social media personally, to prevent any of the risks occurring that the last section described. If one of those risks occurs, then the public may lose confidence in the judiciary. Even an isolated incident by one individual judicial officer can reflect poorly on the judiciary as a whole.

There is diverse support for judicial officers to use social media personally. Australian judicial officers support other judicial officers to use social media personally. Guidelines for judicial officers regarding social media use in Australia and overseas do not forbid them from using social media in a personal capacity. The Federal Court of Australia released *Draft Guidelines for Judges about Using Social Media*. In the Draft Guidelines Chief Justice James Allsop states

[a] judge may use electronic social media, but in doing so he or she should have regard to the guiding principles of impartiality, judicial independence, and integrity and personal behaviour set out in the Council of Chief Justices’ Guide to Judicial Conduct. Any conduct by a judge that would undermine these principles or create a perception of impropriety or bias should be avoided.

---

61 Justice Virginia Bell AC, ‘The Role of a Judicial Officer - Sentencing, Victims and the Media’ (Speech delivered at the Magistrates’ Court of Victoria Professional Development Conference, 22 July 2015) 16.
62 For example, Justice Virginia Bell AC of the High Court of Australia stated that ‘judicial officers are free to engage in social media communications’, see: Justice Virginia Bell AC, ‘The Role of a Judicial Officer - Sentencing, Victims and the Media’ (Speech delivered at the Magistrates’ Court of Victoria Professional Development Conference, 22 July 2015) 16; Chief Justice Wayne Martin AC of the Supreme Court of Western Australia stated that ‘in the Supreme Court of Western Australia, we decided there was nothing wrong with judges having a personal Facebook account although they should, of course, be very cautious about the material put on their pages’, see: Chief Justice Wayne Martin AC, ‘Freedom of the Press and the Courts’ (Speech delivered at the Judicial Conference of Australia Colloquium 2015, Adelaide, 9 October 2015) 23. Judge Judith Gibson of the New South Wales District Court stated that ‘whether judges (as opposed to doctors, religious leaders or police officers) should refrain from use of social media is an issue best left to the guidance of the courts’. See: Judge Judith Gibson, ‘Judges, Cyberspace and Social Media’ (2015) 12(2) Judicial Review: Selected Conference Papers: Journal of the Judicial Commission of New South Wales 237, 264 - 265.
The \textit{United Kingdom Guide to Judicial Conduct} 2013 ("UK Guide") states that it ‘is a matter of personal choice’\textsuperscript{65} for each judicial officer whether they use social media. The UK Guide states that judicial officers may blog, but they should not state their position in their blog. It also states that judicial officers should not state opinions that could damage public confidence in the judiciary should the public read them (irrespective of whether or not the blog is anonymous).\textsuperscript{66}

Several American judicial ethical opinions discuss judicial officers’ social media use. None of the opinions found state that a judge should not be able to use social media in a personal capacity.\textsuperscript{67} International surveys have found that judicial officers support other judicial officers using social media in a personal capacity.\textsuperscript{68}

Judge Judith Gibson of the District Court of New South Wales has a Twitter account that tweets defamation and media law links.\textsuperscript{69} Justice Lex Lasry of the Supreme Court of Victoria has a public Twitter account. It states that he is a Supreme Court Judge, but that he posts in a personal capacity.\textsuperscript{70} This supports other Australian judicial officers using social media in a personal capacity also.

The author of this issues paper searched Facebook, Twitter and Instagram to find additional social media accounts that belong to Australian judicial officers, but she could not find any. This does not mean that additional judicial officers do not have social media accounts. Judicial officers may have social media accounts in a personal capacity and they adjusted their privacy settings to make it more difficult for the public to find them. Judicial officers’ accounts may not be under their given names, and may contain profile photographs that are not photographs of their faces. This would also make it harder to find the judicial officers’ social media accounts. For example, Judge Tyron Lannister may have a social media account with the name ‘Throne Gamer’ and a photograph of his dog on his profile page. If someone searches for ‘Tyrion Lannister’ or ‘Judge Tyron Lannister’ on social media, then they will not be able to find him. Judge

\begin{footnotesize}
\begin{itemize}
\item \textsuperscript{66} Ibid.
\end{itemize}
\end{footnotesize}
Lannister may need to add people on social media as contacts himself if he wants to add contacts on social media or tell other people that they should search for ‘Throne Gamer’ to find his social media account.

While the author of this issues paper was unable to find data regarding how many Australian judicial officers use social media after a thorough search, this kind of information is available regarding Kiwi judicial officers. Justice Rebecca Ellis of the High Court of New Zealand and Judge Colin Doherty of the District Court of New Zealand undertook a survey regarding judicial officers’ social media use. They provided the 53 question survey online to 237 Kiwi judicial officers. One hundred and ninety five judicial officers (82%) completed the survey. The survey found that 45 judicial officers (23%) of those who completed the survey used social media. Forty-nine judicial officers of those who completed the survey stated that they used social media at least weekly. It appears that a high percentage of Kiwi judicial officers use social media. If a similar percentage of Australian judicial officers use social media, it supports one of the main recommendations of this issues paper: that training Australian judicial officers regarding social media is very important.

A related issue involves the social media posts of people newly admitted to the judiciary. The author of this issues paper could not find any Australian research regarding what should be done about these posts. Before someone becomes a judicial officer, should a search of all of the person’s social media posts occur to see if they posted anything that should prevent them from becoming a judicial officer? Do the staff of Attorneys-General undertake such a search? If they do, then there remains the question of what they should look for. What social media posts may be considered sufficiently inappropriate that they would prevent someone who has otherwise had a highly distinguished legal career from joining the judiciary? The final question is particularly difficult to answer. Carefully drafted guidelines may provide some assistance about what should occur.

d. Judges Becoming Social Media Contacts with Participants in a Trial

Another issue regarding judicial officers’ social media use is whether judicial officers should recuse themselves from a court matter if they have an existing connection on social media with someone who is part of a court matter before them (e.g. a lawyer who appears before them or a witness in a trial before them). Associated with this topic is whether a judicial officer should be permitted to add a person who may be part of a future court matter before them as a contact on social media. This issue is contentious and the literature on this issue offers different points of view.

---

71 The Hon Justice Rebecca Ellis, ‘When Judicial Officers and Tribunal Members (and their Families) Personally Use Social Media – the Potential Benefits and Risks’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 26 May 2016).

72 Professor George Williams AO, ‘When Courts and Tribunals Use Social Media – the Potential Benefits and Risks’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 26 May 2016).
Judge Gibson states that being someone’s contact on social media is ‘a completely novel form of communication that can’t be judged in the same way as going up to someone and shaking their hand and becoming their friend.’ It’s possible that a judicial officer has never met a social media contact in person and they never will. The judicial officer may never exchange a single communication with the social media contact or look at any of the information that the social media contact posted. The judicial officer may know nothing about the social media contact besides the name that is stated on their social media profile (which may not even be the social media contact’s real name) and anything that their social media profile states.

The Federal Court of Australia Draft Guidelines state that if a judicial officer has a connection with a lawyer on social media (especially if the lawyer works at a firm that is known to appear frequently in that judicial officer’s court), then someone may raise an allegation of apprehended bias.

If a judicial officer has a contact on social media who is a participant in a trial, they may want to inform the court about this connection or consider recusing himself or herself. The test to decide whether a judicial officer should recuse himself or herself due to apprehended bias is ‘whether a fair-minded lay observer might reasonably apprehend that the judge might not bring an impartial and unprejudiced mind to the resolution of the question the judge is required to decide’. This test is determined objectively and ‘is founded in the need for public confidence in the judiciary’. The judicial officer can inform the parties of the relevant facts that are part of a potential apprehended bias application. The judicial officer will decide himself or herself about whether or not they will recuse himself or herself.

When applying the apprehended bias test in this type of situation, the judicial officer may want to also consider the type of social media connection in question. For example, when a judicial officer adds a contact on Facebook, it usually requires the judicial officer’s permission (unless the Facebook user changed their privacy settings). Typically, the judicial officer and the contact will be able to access each other’s personal information, photographs, etc. if they choose to. This is different from other social media platforms that focus on following, like Twitter and Instagram. A person can follow a

---

73 ABC Radio National, above n 47.
judicial officer with a Twitter or Instagram account without the other judicial officer following the person.

A social media user can also follow a judicial officer without requiring the judicial officer’s permission on Twitter and Instagram (unless the judicial officer changes their social media settings. On Twitter, this would mean changing the Twitter account so that it is ‘protected’). For example, many people follow politicians on Twitter and Instagram, but that does not mean that the politicians gave express permission for a single follower to do so.

The judicial officer may also want to consider the connection as it exists in reality, when the connection was made and the communication on social media since the connection was made. For example, if the connection was made five years ago, the judicial officer and the other person did not exchange a single message on social media since, and the judicial officer and the other person never met in public, then this would support the judicial officer not recusing himself or herself. The judicial officer can also take into consideration the type of hearing before them: if the judicial officer is presiding over a hearing where they do not exercise any discretion (such as a hearing to simply allocate a trial date) then the judicial officer may want to preside over the hearing notwithstanding any social media connection with any of the participants. This is as opposed to the judicial officer presiding over a trial in which they need to exercise their discretion and there may be a stronger argument that the judicial officer should recuse himself or herself.

The American Bar Association states that a judicial officer who has a social media connection with a party or lawyer before them ‘must evaluate’ their connection to decide whether they should inform the court. It recommends that the same test should be applied that would be applied when a judicial officer has a friendship or knows the person in reality. A judicial officer does not need to look through their social media platforms to see if there is a social media connection if they are not aware of one. A judicial officer would find it highly onerous to search through all of their social media contacts for every new case to check if they are contacts on social media with someone who participates in it.

e. Important Tips for When Judges Use Social Media in a Personal Capacity

There are several important tips to provide to judicial officers when they use social media in a personal capacity. Judicial officers should be aware of important security issues when they use social media. They should not post their home address, when they go on

---

79 For information about how to change a Twitter account so that it is ‘protected’, see: Twitter, Protecting and Unprotecting your Tweets <https://support.twitter.com/articles/20169886#>. For information about how to modify an Instagram account so that approval is required for someone to follow an Instagram user, see: Instagram, How do I Set my Photos and Videos to Private so that only Approved Followers can See them (2016) <https://help.instagram.com/448523408565555>.
80 American Bar Association, above n 52, 2.
81 Ibid 3.
82 Nelson and Simek, above n 55, 26.
holidays or information about their ‘personal life’. They should also check their privacy settings to be careful about who sees what they post, although they should not rely on social media’s privacy settings, because they may change.

Judicial officers should also be mindful of their social media contacts generally. If the contacts are not someone a judicial officer would want to have a connection with in real life, they should carefully consider whether they should maintain their social media contact. In particular, they should be careful about having social media connections with people or organisations that have controversial views.

Judicial officers should ensure that they do not comment about the cases that they preside over on social media. They should also assume that anything that they post on social media could become public. If a judicial officer posts on social media anonymously, they should assume that the public can learn their identity.

f. How can Judicial Officers Prevent a Situation where their Family Members use Social Media to Discuss a Trial

An important issue that is similar to judicial officers using social media in a personal capacity is when a member of a judicial officer’s family uses social media to discuss a case before the judicial officer or when there’s an existing connection between a judicial officer’s family and a case that comes before the judicial officer. If the family member of a presiding judicial officer posts their opinion on social media about a case before the judicial officer, it can have detrimental consequences to the trial. While the family member may assume that their comments were clearly their own opinion and have nothing to do with the judicial officer who they are related to, the public may query whether the family member’s social media post is a reflection of the judicial officer’s opinion or possible bias. This could negatively impact upon the public’s confidence in the judiciary.

There is currently little literature about judicial officers’ families using social media inappropriately. This could be because the media typically ignores this issue when it occurs, out of respect to the judicial officer’s family. The media may not learn that the judicial officer’s family discussed a case on social media, because the judicial officer’s family posted on social media anonymously (and no efforts were made to discover the identity of the person who made the anonymous posts), or the media did not learn that

84 Ibid.
86 County Court of Victoria, Guidelines for the Media (21 November 2013).
88 See, for example, Jane Buchanan, Identifying an Anonymous Facebook User <http://smallbusiness.chron.com/identifying-anonymous-facebook-user-41415.html>.
the posts existed. Ideally, judicial officers’ families rarely use social media inappropriately, so the media cannot report that this occurred.

An example of a social media connection that a judicial officer’s family member had with participants in a trial occurred in Will County, Illinois, in the United States. A defendant was charged with battering a child. The defendant applied for a new trial because the presiding Judge, Daniel Rozak, had many children who were Facebook connections with the victim’s family.\(^9^9\) The defendant’s lawyer argued that the relationship between Rozak J’s children and the victim’s family was ‘deeper than a simple social-media connection’ and the relevant social media connection was ‘only the tip of the iceberg’.\(^9^0\) Judge Rozak did not recuse himself from the matter because his children were adults who did not live with him, he did not use their social media sites himself, nor did he ‘vet their ‘friends”\(^9^1\). Many Australian judicial officers may have adult children who do not live with them who use social media. These adult children may have an existing connection to a participant in a case before the judicial officer. The judicial officer may want to apply the test for apprehended bias, and as discussed earlier, consider the connection between their family member and the trial participant as it exists in reality, when the connection was made, the exchanges since the connection was made and the nature of the court proceeding that they are presiding over.

Another relevant example that involves a family member of a judicial officer acting inappropriately occurred in the United Kingdom. The long-term romantic partner of Judge Jason Dunn–Shaw of the Crown Courts in Canterbury and Maidstone logged into the Judge’s Facebook account. The Judge’s partner then posted expletives and made inappropriate remarks. For example, he wrote ‘collars which are excellent if you don’t sweat like a fat lass in Greggs’ about barristers’ collars.\(^9^2\) This case shows that judicial officers should be careful about who they give the passwords to their social media accounts to. If they give their social media account passwords to another person, they may want to provide detailed instructions about what communication they permit the other person to make if they log into the judicial officer’s social media accounts. Judicial officers may also want to be careful that they do not store the passwords to their social media accounts in locations that others can access. If another person logs into a judicial officer’s social media accounts and posts inappropriate comments, this could receive a significant amount of publicity. In turn, this could negatively impact upon the public’s confidence in the judiciary.

---


\(^9^0\) Ibid 509.

\(^9^1\) Ibid 509.

\(^9^2\) Chris Greenwood, ‘Judge in Row over Online Antics of his Gay Lover who Left Crude Comments on his Facebook Page including Lewd Quip about Chuka Umunna’, The Daily Mail (online), 1 March 2016 <http://www.dailymail.co.uk/news/article-3468670/Judge-row-gay-lover-s-online-antics-left-crude-comments-Facebook-page-including-lewd-quip-Chuka-Umunna.html>. For an example of a video of a judicial officer beating his daughter with a belt (which is unrelated to a trial or case), see Judge William Adams, mentioned in Maxine D Goodman, ‘Shame, Angry Judges, and the Social Media Effect’ (2014) 63 Catholic University Law Review 589, 609 - 610.
To prevent judicial officers’ families from discussing a trial on social media, the courts can provide training and/or guidelines to judicial officers’ families, in addition to training to judicial officers, regarding ‘ethical issues and potential security concerns’ associated with social media.\(^93\) Judicial officers should know that their family members can discuss a trial on social media, so they can warn them not to.\(^94\) Judicial officers can inform their family members about the serious negative consequences that can arise if they discuss a case on social media. Judicial officers can choose not to discuss a case with their family members, so it may be less likely that their family members will discuss it on social media, although the judicial officer’s family members may still be able to read about the case from news online, etc. Judicial officers may also want to warn their family members against commenting on the courts and the judiciary generally on social media (for example, posting a comment on Facebook that Australian judicial officers give light sentences) to prevent their family members from making any posts that could negatively impact upon the judicial officer and the public’s confidence in the judiciary.

If a judicial officer learns that their family member used social media to discuss a trial or are somehow connected on social media to someone relevant to a trial, they may want to consider applying the apprehended bias test previously described and some of the considerations that were mentioned regarding Rozak J. For example, the judicial officer can consider how close they are to the family member (e.g. whether or not the family member lives with the judicial officer).\(^95\) They may also want to consider how often they talk to the family member. Judicial officers can also consider applying the usual test for apprehended bias and the aspects of it that can specifically apply to social media previously discussed.

This section of the issues paper considered judicial officers and their family members using social media. It is also possible that the courts will use social media - in fact, many Australian courts currently do. Therefore, the next section of this issues paper will discuss Australian courts using social media to engage the public.

---


\(^95\) Browning, ‘Why Can’t We Be Friends? Judges’ Use of Social Media’, above n 89, 509.
5. When Courts and Tribunals Use Social Media - the Potential Benefits and the Risks

a. The Benefits

Courts can experience many potential benefits if they use social media to engage the public. The Chief Justice of the Supreme Court of Victoria, Marilyn Warren AC, states that ‘[t]he public now relies almost exclusively on the media, and increasingly on social media, for information about the work of the courts’. Courts can use social media to provide information to people who primarily use social media to obtain information, such as younger people. The courts can also use social media to be more accountable and transparent because they directly inform the public about their activities. Courts can use social media to give the public the exact message that they choose, instead of giving information to journalists who may change the courts’ message. Consequently, the public’s confidence in the courts may increase. Courts can also use social media to correct mistakes that journalists make about the courts.

Courts can use social media to follow journalists and see whether journalists correctly report on court proceedings. Courts can also use social media to communicate with...
other courts and learn new ideas from them.\textsuperscript{102} The public can repost or retweet a court’s social media posts,\textsuperscript{103} which can help to spread them to a huge number of people without the court making any extra effort.

The public may create unofficial social media accounts that purport to be the courts’ social media accounts, but people who have nothing to do with the courts create and maintain them. These unofficial social media accounts may contain incorrect information that can damage the public’s confidence in the judiciary. If the courts have social media accounts, then the public can find information about the courts that is correct and accurate.\textsuperscript{104} Even if the courts create official social media accounts, the public may still find existing fake social media accounts and rely on that information, instead of finding the courts’ official social media accounts. As a result, it’s important that courts clearly state on their social media accounts that they are official social media accounts and promote the weblinks to their social media accounts as much as possible. Courts can also obtain ‘verified’ Twitter accounts.\textsuperscript{105} Twitter verifies these accounts to ensure that they are authentic. If they are, Twitter allows the accounts to post a special blue checkmark on them.\textsuperscript{106} Facebook offers a similar option.\textsuperscript{107} If courts have official or ‘verified’ social media accounts, it may be easier to distinguish between official or ‘verified’ social media accounts and unofficial social media accounts. Creating official or ‘verified’ social media accounts for the courts can potentially discourage members of the public from creating unofficial social media accounts.

b. The Risks

The courts may experience some risks or challenges if they use social media to engage the public. There are potential access to information issues. Certain people may not have access to social media, such as older people and people from a low socioeconomic background. Courts should ensure that they also provide the information on their social media pages through other means,\textsuperscript{108} such as having it available if people call the court. One can argue that the courts may find it difficult to communicate complex legal arguments to the public through Twitter due to Twitter’s restriction on the number of characters in a tweet.\textsuperscript{109} However, the courts can post links on their Twitter pages to documents that contain complex legal arguments. The public may be encouraged to write negative comments about the courts if they use social media, since they may do so easily.\textsuperscript{110}

\begin{enumerate}
\item[102] Krawitz, above n 37, 109.
\item[103] Ibid 122.
\item[104] Ibid 111.
\item[105] Twitter, Facts about Verified Accounts <https://support.twitter.com/articles/119135#>.
\item[106] Note: this idea was mentioned by Josh Bornstein, ‘When Judicial Officers and Tribunal Members (and their Families) Personally Use Social Media - the Potential Benefits and Risks’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 26 May 2016).
\item[107] Twitter, Facts about Verified Accounts <https://support.twitter.com/articles/119135#>.
\item[108] Facebook, Verified Page or Profile <https://www.facebook.com/help/196050490547892>.
\item[109] Blackham and Williams, above n 42, 172.
\item[110] Schulz, above n 7, 34.
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A court may have a policy that states the rules that the public must follow in order to post on its social media platforms. Having such a policy may help to lessen the chance that a member of the public makes offensive comments on the court’s social media (Annexure A of this issues paper provides examples of some Australian Courts’ social media policies).

Courts should also be vigilant about the privacy implications associated with having a social media account. If someone breaks into a court’s social media account, the results can be damaging. The person who breaks in can make many extremely offensive posts. To prevent this from happening, the courts can have strong passwords for their social media accounts (that include numbers and both capital and lower case letters). Courts can also limit the number of staff who can access their social media accounts by giving the passwords to as few people as possible. The courts can also use the latest anti-virus technology on their computers. While this may help, it is still not a guarantee that people cannot break into the courts’ social media accounts.

c. Which Courts in Australia are using Social Media to Engage the Public

The author of this issues paper undertook a survey in late 2015 in which she asked courts a threshold question about whether they had social media accounts and other questions that flowed from whether or not the courts had social media accounts. The survey was based on a similar survey that she distributed in 2013 as part of her PhD thesis. She found that the following Australian Courts currently have social media accounts:

- **Commonwealth**
  - Family Court of Australia
- **New South Wales**
  - District Court of New South Wales, Supreme Court of New South Wales
- **South Australia**
  - South Australian Courts (this includes all South Australian Courts)
- **Victoria**
  - County Court of Victoria, Supreme Court of Victoria

Annexure B of this issues paper contains a table of the types of social media that Australian courts currently use. Annexure C of this issues paper contains a table of the web addresses for the social media that Australian courts currently use. Both Annexures include the social media and web addresses for the social media that belong to Australian courts that participated in or did not participate in the survey. The number of Australian courts that use social media to engage the public nearly doubled between collecting data for the first survey in 2013 and collecting data for the second survey in 2015. Reasons for this may be that social media has become even more prevalent.
recently and that the courts that used social media to engage the public in 2013 had a positive experience, which encouraged other courts to do the same. Please contact the author of this issues paper if you would like to read a copy of the survey questions or obtain more information about them.

**d. Selected Issues that the Survey Found Involving Social Media**

**i. Input-Output Approach or Output Only**

When courts use social media, they may use an Input-Output approach or an Output Only approach.

The Output Only approach involves courts using social media to inform the public where the public cannot post or comment in reply on the courts’ social media pages. The courts can easily provide information to the public this way. According to this method, the public would not be able to retweet a court’s tweet, follow a court on Twitter, write on a court’s Facebook wall or become friends with a court on Facebook. In contrast, the Input-Output approach permits the public to post comments or replies to information that courts post. Under this approach, members of the public would be able to retweet the tweets of courts... write on courts’ Facebook walls or become friends with courts on Facebook.111

The Family Court of Australia’s Twitter page allows the public to follow it and retweet its tweets. It is important in the Family Court that parties and witnesses are not identified.112 Similar to the Family Court, the South Australian Courts’113 Twitter page allows the public to follow it, but the public cannot retweet its tweets. The County Court of Victoria114 uses an Output Only approach.

The Supreme Court of New South Wales115 and the District Court of New South Wales116 use an Input-Output approach. Whether a court uses an Input-Output Approach or an Output Only approach affects the amount of resources that it needs for its social media

---


112 Survey of the National Media and Public Affairs Manager, Family Court of Australia (by email, 23 October 2015); Family Court of Australia’s Twitter Account: <https://mobile.twitter.com/FamilyCourtAU>; see: *Family Law Act 1975* (Cth) s 121.

113 Survey of the Media and Communications Manager, South Australian Courts Administration Authority (by email, 9 November 2015); South Australian Courts’ Twitter Account: <https://mobile.twitter.com/CourtsinSA>.

114 Survey of the Strategic Communications Manager, County Court of Victoria (by email, 22 December 2015).

115 Survey of the Chief Justice’s Research Director and the Court’s Media Managers, Supreme Court of New South Wales (by email, 16 October 2015).

116 Survey of the Media Officer, District Court of New South Wales (by email, 1 December 2015).
account. A court would need staff to monitor its social media accounts regularly to see if the public posted any offensive comments if it uses the Input-Output approach. It may also want its staff to monitor its social media accounts to ensure that they respond to the public's queries within a reasonable time frame.

ii. Benefits Received by the Courts

The Courts that use social media stated in their survey responses that they benefit from their social media use. The Supreme Court of New South Wales ‘received feedback that suggests its social media presence is useful, appreciated and improves awareness about its work’.117 There has also been ‘greater interaction, awareness and accessibility by the public with the Court’s work’.118 The media uses the Supreme Court of New South Wales’ judgment summaries posted on its social media. Consequently, the Court believes that the media reports more accurately about its work.119 The media informed the District Court of New South Wales that it appreciates the Court posting judgments on social media.120

The District Court of New South Wales ‘would endorse the use of social media and that it is a useful tool for communicating the messages of the court without relying on a third party such as the media or other communication channels’.121 The Supreme Court of Victoria found that it can ‘directly’ inform the public about important events and cases.122 Journalists retweet the South Australian Courts’ tweets to their followers.123

iii. Problems Experienced by the Courts when Using Social Media

The Family Court of Australia has had ‘largely...a very positive’ experience with its social media use.124 Similarly, the District Court of New South Wales125 and the South Australian Courts have not experienced any major problems with their social media use.126

117 Survey of the Chief Justice’s Research Director and the Court’s Media Managers, Supreme Court of New South Wales (by email, 16 October 2015).
118 Ibid.
119 Ibid.
120 Survey of the Media Officer, District Court of New South Wales (by email, 1 December 2015).
121 Ibid.
122 Survey of the Senior Communications Advisor, Supreme Court of Victoria (by email, 23 October 2015).
123 Survey of the Media and Communications Manager, South Australia Courts Administration Authority (by email, 9 November 2015).
124 Survey of the National Media and Public Affairs Manager, Family Court of Australia (by email, 23 October 2015).
125 Survey of the Media Officer, District Court of New South Wales (by email, 1 December 2015).
126 Survey of the Media and Communications Manager, South Australia Courts Administration Authority (by email, 9 November 2015).
The Supreme Court of New South Wales found that using social media can take a lot of time, though the Court did not indicate how long.

The County Court of Victoria found it challenging sometimes to obtain permission from some judicial officers to tweet a link to their sentencing decisions, even though the judicial officers agreed that a link to the sentencing decisions can be posted on the Court’s homepage in the ‘recent decisions’ section. Some judicial officers are pleased that the Court uses Twitter in this manner.

iv. Reasons why Courts do not Use Social Media

There are several reasons why some of the courts that participated in the survey do not use social media. Some courts lack the resources to use social media. This is understandable: courts would need staff who are well trained in social media to operate the courts’ social media accounts. Courts are known to be under resourced, so they may not have the appropriate staff with sufficient capacity to create and maintain social media platforms. It has been suggested that individual courts should have social media coordinators. The coordinators can manage courts’ social media accounts (this is as opposed to the courts’ current media staff or staff who are responsible for work in other areas). A social media coordinator can also train members of the judiciary who use social media about the benefits and risks that social media pose. However, some courts already lack the resources to allocate to existing staff the task of being responsible for social media. It could be impossible for those courts to hire staff members whose sole responsibilities would be in the purview of social media.

The ACT Courts do not use social media because of ‘the risks of a social media site being used by others to post malicious or other unhelpful material’. This issues paper will discuss this issue later on. The High Court of Australia and the Northern Territory Courts do not use social media because they believe that their website already provides sufficient information to the public. If a court uses social media to engage the public, it may already provide sufficient information through different means (e.g. a
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127 Survey of the Chief Justice’s Research Director and the Court’s Media Managers, Supreme Court of New South Wales (by email, 16 October 2015).

128 Survey of the Strategic Communications Manager, County Court of Victoria (by email, 22 December 2015).

129 These Courts are: the Australian Capital Territory Magistrates Court and Supreme Court, the Children’s Court of Victoria, the Coroners Court of Victoria, all Western Australian Courts and the Queensland Supreme, District and Land Courts. (The author of this issues paper obtained this information from the surveys that she distributed to these Courts, which the Courts completed).

130 The Hon Justice Greg Garde AO, ‘When Social Media is Used to Analyse and Comment upon the Work of the Courts and Tribunals’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 27 May 2016).

131 Survey of the Principal Registrar of the ACT Law Courts and Tribunal (by email, 13 October 2015).

132 Survey of the Senior Executive Deputy Registrar, High Court of Australia (by email, 14 October 2015).

133 Survey of the Courts Liaison and Education Officer, Northern Territory Supreme Court (by email, 11 November 2015).
However, courts can use social media to provide information to the public in a unique form - a form that is easy to use and that many people use as an alternative to visiting websites. Courts can usually post information onto social media much quicker than they can by updating a website. In fact, by the time court staff post information onto a court’s website, the information may already be out of date.

The Children’s Court of Victoria does not believe that it needs a social media account. The New South Wales Drug Court does not have a social media account due to the ‘[s]ecurity and privacy of the staff and participants of the Drug Court’. It is understandable why some courts might have security and privacy concerns regarding social media. However, the courts can use information technology professionals to assist with this issue and implement some of the tips regarding security and privacy that this issues paper previously discussed. Admittedly, even if the courts take all the precautions possible to prevent security and privacy concerns from their social media use being realised, those concerns may still become a reality.

Some of the courts that participated in the survey are considering using social media to engage the public in the future. There was a significant increase in the number of Australian courts that use social media to engage the public between 2013 and 2015, which indicates that this trend may continue.

Courts can also use webcasting as an alternative to creating social media accounts. Webcasting involves ‘broadcasting live audio and video in real-time’ on a website and can include the audio and video staying on the website after it is broadcast for people to listen to or view. Some Australian Courts webcast selected trials, sentences and other court events. When the courts use webcasting, this can help to implement open justice because the public can see what occurs in the courtroom. The next section of this issues paper will discuss how journalists using social media in the courtroom helps to implement open justice and other issues associated with journalists using social media in the courtroom. It will also consider social media in the context of another important court stakeholder: the jury.
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134 Survey of the Media and Communications Manager, Children’s Court of Victoria (by email, 16 October 2015).
135 Survey of the Judges’ Associate, Drug Court of New South Wales (by email, 16 October 2015).
136 These Courts are: the Australian Capital Territory Magistrates and Supreme Courts, the Victoria Coroners Court, the Federal Court of Australia and all the Northern Territory Courts. (The author of this issues paper obtained this information from the surveys that she distributed to these Courts, which the Courts completed).
137 The University of Texas at Austin, What is Webcasting <http://www.utexas.edu/ce/tcc/plan/webcast-media/>.
139 For example, see: The Supreme Court of Victoria, Sentences and Judgment Portal <http://scv2.webcentral.com.au/sentences/>.
6. When Social Media Is Used to Analyse and Comment upon the Work of the Courts and Tribunals

a. Journalists - whether Journalists can Use Social Media in the Courtroom, and Policies regarding Journalists Using Social Media in the Courtroom

Open justice originated in England and currently applies in Australia. Open Justice means that ‘justice should not only be done, but should manifestly and undoubtedly be seen to be done’. It involves giving the public the ability to attend court proceedings and it holds the courts accountable to the public. Open justice is crucial to the Australian justice system.

An extension of open justice involves permitting journalists to use social media from the courtroom to report on what occurs. When journalists use social media in the courtroom, they can provide information to the public very quickly. They can quote judges, lawyers or others. For example, in 2015, a court reporter informed the public on social media that a judge and a barrister removed their wigs to make a child witness feel more comfortable. Journalists can report on matters that online or print media may not include because there’s a lack of room or they believe that the public is uninterested. If trained professionals use social media from the courtroom, the public can become more engaged with the courts. Twelve percent of Australians use social media to obtain news, so it makes sense for journalists to tweet from the courtroom.

Kate McClymont is a reporter with *The Sydney Morning Herald*. She currently has several thousand followers on Twitter. Ms McClymont tweets from the courtroom. She tweeted daily from the Independent Commission against Corruption (ICAC) inquiry in Sydney and ‘[i]t is probably the most widely read piece of journalism in Australia for
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141 R v Sussex Justices; Ex Parte McCarthy [1924] KB 256, 259 (Lord Hewart CJ). See also Scott v Scott [1913] AC 417.
142 Chief Justice Wayne Martin AC, above n 140, 2.
143 Chief Justice Wayne Martin AC, ‘Freedom of the Press and the Courts’ (Speech delivered at the Judicial Conference of Australia Colloquium 2015, Adelaide, 9 October 2015) 3;
147 Chief Justice Wayne Martin AC, above n 140, 19.
some time. This shows that Australians are very interested in reading journalists’ posts on social media about court matters. It also supports Australian courts permitting journalists to use social media in the courtroom.

Most Australian courts have either legislation, practice directions or policies addressing journalists using social media in the courtroom. The Supreme Court of Western Australia Practice Directions, the Supreme Court of Queensland Practice Directions, and Victorian and New South Wales legislation forbid anyone from using social media in the courtroom, but journalists are an exception. The Federal Court Rules similarly forbid anyone from using social media in the courtroom. It states that the Court can ‘dispense’ with this rule. Journalists may also use social media to report on proceedings in the State Administrative Tribunal and the Victorian Civil and Administrative Tribunal.

The Supreme Court of Western Australia Practice Directions and the Supreme Court of Queensland Practice Directions both state that journalists should follow suppression orders.

Potential problems can occur when journalists use social media in the courtroom. Journalists may post incorrect or prejudicial information or information that can seriously harm a trial. For example, a journalist in the United States tweeted a photograph of a juror from the courtroom and the judicial officer declared a mistrial as a result.

Further, ‘citizen journalists’ can inform the public about what occurs in the courtroom. Citizen journalists are people who are not trained as journalists who report the news (often online). Citizen journalists may share information with the public that is incorrect, but the public may assume that the information is correct.
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Courts have the power to make suppression orders. Suppression orders are an exception to open justice. ‘Suppression orders are made in the interests of justice to prevent prejudice to the proper administration of justice or to prevent undue hardship to a limited group of persons being victims of crime, children, or witnesses in legal proceedings’. Breaching a suppression order can result in a contempt of court charge. If journalists use social media in the courtroom, they may breach suppression orders.

Social media has made it more likely that journalists or others will breach suppression orders. Reporting used to involve a time delay between what occurred in court and publication, so the court could have some control over what was published. However, social media does not have a similar time delay, or arguably any time delay at all. To try to prevent journalists from breaching suppression orders, a court can require journalists to wait for a certain period of time after evidence is tendered or stated in court before writing about it on social media. Courts can have appropriate signs that inform reporters and others about suppression orders. Courts can also create a register that lists all suppression orders. Journalists can quickly check the register to see if a suppression order applies to a matter. It is also possible that a journalist will state court information upon which a judicial officer will later order that a suppression order applies. Judicial officers may want to warn the court that a suppression order may later be requested or ordered about certain court information and caution journalists against informing the public about it.

When journalists report on social media, they do not experience the usual review and editing process of traditional reporting. It is essential that journalists are well trained about relevant court procedure and legislation as a result. The courts may also want to consider offering training to citizen journalists, particularly those who have a wide following. As a result of the training, it would be hoped that journalists and citizen journalists may make less errors when they report about the courts on social media.
b. Some of the Dangers that can Occur when Jurors Use Social Media

Jurors have acted inappropriately since juries were created. In Australia, the principle of providing an accused with a fair trial is ‘protected by numerous specific practices and rules that have developed over the course of centuries of practical experience involving adaptation to changing circumstances, in accordance with the classic common law process’.

American surveys found that jurors rarely use social media inappropriately, although jurors have used social media inappropriately in the United States over 10 times. Jurors have also used social media inappropriately in the United Kingdom on a few occasions. Jurors used social media inappropriately a handful of times in Australia. For example, in Victoria, in 2010, a juror stated on Facebook ‘everyone’s guilty’. The juror did not attend court for jury duty and the jury was discharged. It’s possible that more jurors use social media inappropriately; however, the courts do not know that it’s occurring. Despite there being few reported cases of jurors using social media inappropriately, there is a significant body of literature about this topic, particularly in the United States. This may be because even though the reported cases are few, the result of a juror using social media inappropriately is extremely serious. It can result in a trial that is not fair to the accused and it can lower the public’s confidence in the judiciary.
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It’s crucial that jurors make their decisions based only on evidence that is presented in the courtroom and that is tested according to the appropriate common law rules.\textsuperscript{179} Jurors may not research or read about the case outside of the courtroom.\textsuperscript{180} A juror may become biased toward one of the parties after using social media during a trial.\textsuperscript{181}

There are many reasons why jurors may use social media inappropriately. Jurors may use social media inappropriately because they are bored with jury duty. They may be addicted to social media and are unable to stop using it during a trial. Jurors may not understand a judicial officer’s instructions not to use social media during a trial. They may also resent being told by the courts that they should not use social media and use it as a response to being told not to.\textsuperscript{182} Jurors may find the way that evidence is presented in court, which is primarily orally, to be ‘archaic’.\textsuperscript{183} Jurors watch trials inactively. In contrast, social media is interactive.\textsuperscript{184} Jurors may use social media during a trial because they do not receive information in a highly organised way that is easy to understand. One suggestion to combat this is that the courts permit jurors to use notebooks that contain a dictionary, exhibits and agreed facts. Jurors can write in the notebooks as the trial progresses. Jurors may become more ‘engaged’ and less likely to use the internet to research a trial.\textsuperscript{185} American courts have tried this.\textsuperscript{186}

When jurors use social media, they can instantly inform a significant number of people about a case.\textsuperscript{187} Jurors may be able to use social media to easily find parties in a trial.\textsuperscript{188} Jurors only need the relevant person’s name and they may be able to contact them on social media. If a juror uses social media inappropriately, the traditional media can learn about it and report it.\textsuperscript{189}

\textit{R v Wills & Ors}\textsuperscript{190} is an example of how a court dealt with a juror who may have acted inappropriately. In this case, a DPP solicitor informed the court that a juror discussed the fraud trial that they were a part of on Facebook.\textsuperscript{191} A court officer examined the juror’s Facebook page and asked the juror questions. The court officer learned that the
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A juror was a Facebook contact of other jurors and the juror did not comment about the evidence in the trial. The juror made general comments\(^\text{192}\) and the juror did not try to hide the Facebook account. Judge Andrew Haesler SC decided that the juror wrote ordinary information that they could be expected to share when part of a trial, such as the length of the trial.\(^\text{193}\) Judge Haesler SC added

> there is nothing on a prima facie level to indicate that the juror has been influenced by any extraneous material or, even on a prima facie level, potentially breached any of the provisions of s 68C Jury Act 1977. In those circumstances I do not believe it is necessary at this stage to either examine the juror on oath or examine other jurors nominated as Facebook friends or to request of jurors that they open their Facebook pages for inspection.\(^\text{194}\)

His Honour did not examine other jurors about their social media use in this particular case, but it is possible in other cases that the judicial officer will question many jurors and even discharge an entire jury because of the inappropriate social media use of a juror or many jurors. Therefore, it’s crucial that courts take action to try to prevent jurors from using social media inappropriately.

### c. What Courts are Doing to Try to Prevent Jurors from using Social Media Inappropriately

Courts use different methods to try to prevent jurors from using social media inappropriately. Providing directions to jurors that instruct them not to use social media inappropriately is one of these methods. Some States’ benchbooks specify directions that tell jurors not to use social media inappropriately. There is an optional direction in New South Wales to give to the jury after empanelment which tells jurors not to discuss the case on social media or read other people’s comments on social media. It provides the following examples of social media: Facebook, MySpace, LinkedIn and YouTube.\(^\text{195}\)

There is a direction in Victoria that tells jurors not to comment on the case on social media, and it lists Facebook, Myspace, Twitter, blogs and ‘or anything else like that’.\(^\text{196}\)

The direction to the jury in Queensland states ‘you may discuss the case amongst yourselves. But you must not discuss it with anyone else and this includes using electronic means.’\(^\text{197}\)

Directions are also given to jurors not to use social media in Western Australia.\(^\text{198}\)

Directions to jurors can remind them not to use social media at as many stages that a court interacts with jurors as possible.\(^\text{199}\)

---

\(^{192}\) Ibid [2].

\(^{193}\) Ibid [5].


\(^{195}\) For another Australian example of a juror using social media during a trial, see: Haruna v R [2013] WASCA 170 (1 August 2013) (McLure P, Buss and Mazza JJA).


\(^{197}\) Judicial College of Victoria, Victorian Criminal Charge Book (2010) [1.5.2].

\(^{198}\) Queensland Courts, Supreme and District Courts Benchbooks (2016) [4.6].

\(^{199}\) See, for example, Haruna v R [2013] WASCA 170 (1 August 2013) [18] (McLure P, Buss and Mazza JJA).

\(^{199}\) Marder, above n 189, 618.
use can include a lot of important information. This section will list some of this information, but a complete list is outside the bounds of this issues paper. It may be a challenge for judicial officers to decide how much information to include in a direction, yet still try to keep the direction concise and not overly lengthy.

When the reason for the prohibition against jurors using social media is explained to them, jurors are more likely not to use social media inappropriately during a trial. Also, specific examples of the behaviour that jurors should not engage in may be provided.\(^{200}\)

One example could be instructing jurors not to try to find the accused, any of the witnesses, or any of the jurors on social media. Another example could be telling jurors that if anyone involved with the trial contacts them on social media, they should not respond and they should inform the court immediately. The instructions should use plain language and a blank line can be included at the end of the list of different types of social media so that new social media can be added in the future.\(^ {201}\)

Instructions can also state the consequences resulting from jurors using social media inappropriately, like the juror may be charged with contempt of court.\(^ {202}\)

This may help jurors to understand the seriousness of using social media inappropriately. The court can also provide jurors with a copy of the instructions in writing.\(^ {203}\)

There is disagreement regarding whether jurors follow judges’ directions.\(^ {204}\)

Some jurors may not follow a judge’s directions, even though they will be punished for this.\(^ {205}\)

Jurors can take an oath which states that they will not use social media inappropriately during a trial.\(^ {206}\)

Jurors may be less likely to use social media inappropriately during a trial if they publicly state that they will not do so.\(^ {207}\)

The courts in many Australian States take jurors’ mobile telephones from them while they serve as jurors. This may make it harder for jurors to use social media at court, but they can still use social media when they are outside of court. Doing so may be unfair to jurors who would not use social media inappropriately while they serve as jurors.\(^ {208}\)

It is also possible to place posters in the room that jurors use that inform

---


\(^{201}\) Ibid 42 - 43.

\(^{202}\) Ibid 43.

\(^{203}\) Ibid.


\(^{207}\) Isaac Frawley Buckley, ‘Pre-Trial Publicity, Social Media and the “Fair Trial”’ (2013) 33 Queensland Lawyer 38, 49.

\(^{208}\) Bartels and Lee, above n 8, 50.
jurors not to use social media inappropriately.\textsuperscript{209} A court can explain to jurors why juries are significant\textsuperscript{210} and how being biased can negatively impact upon a trial.\textsuperscript{211}

Another method to try to prevent jurors from using social media inappropriately is to teach judicial officers and jurors about the issue.\textsuperscript{212} Training judicial officers about social media is a consistent recommendation that appears throughout this issues paper. This will help judicial officers to benefit from the opportunities that social media creates and manage the challenges that it brings.

Training jurors about social media can be included in the training of jurors that courts already provide. Information about social media can also be included in the materials that are provided to jurors. Just as jurors using social media inappropriately can impact upon the public’s confidence in the judiciary, so too can members of the public who post malicious or contemptuous comments about judicial officers.

\textsuperscript{210} Ibid 224.
\textsuperscript{211} Ibid 224.
7. **When Social Media is Used Maliciously or Contemptuously to Denigrate or Threaten Judicial Officers or Tribunal Members; the Issues Involved, Can Judicial Officers be Protected, and the Potential for Government Response**

a. **What Options are Available for Judicial Officers and Court Staff to Deal with this**

The reasons of the judicial officer as well as the reasons of any court of appeal may be vigorously scrutinised and be legitimately criticised, even robustly criticised, provided that the critic does not breach the law of contempt or the law of defamation. Such criticism not infrequently is published in the media.\(^{213}\)

Fair criticism of judicial officers is integral to democracy. The judiciary may also benefit from helpful criticism.\(^{214}\) To some extent, the public expect that judicial officers will receive some negative feedback because of the nature of their position, particularly because they sentence offenders. However, there is a clear difference between a member of the public venting frustration with a decision that they disagree with and a member of the public making malicious or contemptuous comments.

There are many options for judicial officers to deal with malicious or contemptuous comments about them on social media. A thorough search of the relevant legal resources could not find any literature about judicial officers dealing with malicious or contemptuous comments on social media that addresses the topic in depth, though some literature mentions it briefly in a paragraph or two.\(^{215}\)

Judicial officers may want to have a strategy ready to deal with malicious or contemptuous comments about them on social media.\(^{216}\) If judicial officers have such a strategy ready, then they may experience less stress when they learn about the existence of such comments. They may also be able to respond to such comments quicker. Judicial officers can work with the relevant media officers and information technology professionals at their court to develop this type of strategy and possibly develop a uniform strategy for all judicial officers in their jurisdiction. It may be helpful to research and consider the strategy that other professionals use to respond to malicious or contemptuous comments about them on social media. For example, the author of this issues paper researched how government officials and businesses generally respond to malicious or defamatory comments on social media because there is a lack of research available regarding how judicial officers should respond to such posts about them on social media.

---

\(^{213}\) *Peek v Channel Seven Adelaide Pty Ltd* [2066] SASC 63 (7 March 2006) [13] (Debelle J).


\(^{215}\) See, for example, Alycia Blackham and George Williams, ‘Australian Courts and Social Media’ (2013) 38(3) *Alternative Law Journal* 170, 172.

One of the first things that a judicial officer should consider doing when they learn about malicious or contemptuous comments about them on social media is to take screenshots of the comments and save them. A screenshot is a copy of what appears on a computer screen. If a judicial officer takes a screenshot, this ensures that they have a copy of the comments in case they are deleted. To take a screenshot on a Windows computer, a judicial officer would need to press the ‘print scrn’ button on their keyboard while they are on the relevant social media page. Next, they would need to open a Microsoft Word document and press ‘paste’. It is also easy to take screenshots while using an Apple computer or other Apple products. The judicial officer may want to inform other judicial officers and the media and information technology staff at their court to decide what to do about the malicious or contemptuous posts and show them the screenshots of them.

The judicial officer can ignore the malicious or contemptuous comments or post a response. Millions of people may be able to see the malicious or contemptuous posts, in addition to the judicial officer’s response. If the judicial officer responds, this could encourage further negative comments.

The judicial officer can send a private personal message to the person who posted the comments by social media or by email and ask them to delete the comments. If the judicial officer contacts the person who wrote the comments and the person deletes them, that is a fantastic result. However, contacting the person who posted the comments can be risky. If the judicial officer contacts the person who wrote the comments and asks them to remove them and the person refuses, this could incite the person who wrote the comments to write more comments, or worse. The judicial officer can search for information about the person who made the comments. The judicial officer may find this information helpful to decide whether to contact the person who wrote the comments. For example, if the judicial officer learns that the person who wrote the malicious or contemptuous comments has a lengthy criminal history filled with violent crime, then the judicial officer would not want to contact them. If the judicial officer searches for information about the person who posted the comments, this


219 See, for example, Apple, *How to Take a Screen Shot on your Mac* <https://support.apple.com/en-au/HT201361>.


222 Angelotti, above n 217.

assumes that the person used their real name on their social media site - they may have used a fake one. If the person who wrote the comments used a fake name on their social media site, then it may be very difficult for the judicial officer to find any accurate information about them, but the police can still track them down. This issues paper will discuss tracking down people who appear anonymous on social media later on.

If the malicious or contemptuous comments were made on the judicial officer’s social media page, then the judicial officer can remove them right away, or right after taking screenshots of them. However, even if they do so, it’s still possible that people will have seen the comments before they were removed and that people can see them even after they are removed.

The California Judges Association Formal Opinion on the issue states that there is a positive obligation on a judicial officer to ‘delete, hide from public view or otherwise repudiate demeaning or offensive comments made by others that appear on the judge’s social networking site’ because if the judicial officer does not, then others may think that the judicial officer agrees with the comments. Certainly, the public may not necessarily think that the judicial officer agrees with the comments. However, the public’s confidence in the judiciary may be affected by the comments and the actions that the judicial officer takes regarding the comments.

The judicial officer can report the comments to the social media site that they were posted on and ask them to remove the posts. Twitter has a form that permits people to report ‘abusive or harassing behavior’. Twitter can then compel the relevant person to delete the comments or take other serious action. Facebook also permits users to report comments that violate its policies. Facebook can remove the relevant comments and warn the person who posted them not to do so again. They can also remove the user’s ability to use Facebook or their ability to use certain Facebook features. If a judicial officer reports the malicious or contemptuous comments to the social media site and asks the social media site for assistance, this does not guarantee that the social media site will assist, nor does it guarantee that the social media site will respond promptly to the judicial officer.

---


225 California Judges Association, Judicial Ethics Committee, Opinion 66, Online Social Networking (23 November 2010).

226 Angelotti, above n 217.


In the United Kingdom, two brothers, Daniel Sledden and Samuel Sledden, pleaded guilty to being concerned in the supply of cannabis. Judge Beverly Lunt gave them suspended sentences. Forty minutes later, Daniel Sledden wrote ‘Beverly Lunt go suck my ****’ on his Facebook wall.230 The same day, Samuel Sledden commented on Daniel Sledden’s Facebook post '[b]et we wouldn’t get a chance like this agen [sic], thumbs up’.231 Judge Lunt then changed the brothers’ sentences to two years in jail immediately because of their Facebook posts. Judge Lunt stated that the brothers’ Facebook posts ‘were placed on Facebook with the intention that others should and would read them and, if they wished, would share them. So it was a limitless audience’.232 It was important for Judge Lunt to punish the Sleddens for their comments. It sent an important message to offenders and the public generally that posting malicious or contemptuous comments about the judiciary on social media is unacceptable.

Members of the public may also make physical threats to the judiciary on social media. While threatening the judiciary is not new, social media provides a platform for an extremely large audience to read the physical threats and to comment on them.233 A judicial officer should report physical threats to the police immediately234 and take screenshots of them. The police can tell the judicial officer whether they should contact the social media site to ask them to delete the threats and other actions that the judicial officer should take. Members of the public can also post ‘personal information’ about a judicial officer on social media, such as a judicial officer’s physical address, and others can easily see it.235 This occurred in an incident involving Santo Bonacci. Mr Bonacci

230 Jon Macpherson, ‘Judge Mocked by Brothers after Sparing them Jail Sends them to Prison after their Cocky Facebook Post’, The Mirror (online), 26 February 2016 <http://www.mirror.co.uk/news/uk-news/judge-mocked-brothers-after-sparing-7449509>. For a case in the United Kingdom in which an expletive about a judicial officer was posted on social media beside a photograph of a judicial officer, see: ‘Two Teens Face Jail over Abusive Facebook Posts About Judge’, Sunday World (online), 16 March 2016 <http://www.sundayworld.com/news/two-teens-face-jail-over-abusive-facebook-posts-about-judge>.

231 Jon Macpherson, ‘Judge Mocked by Brothers after Sparing them Jail Sends them to Prison after their Cocky Facebook Post’, The Mirror (online), 26 February 2016 <http://www.mirror.co.uk/news/uk-news/judge-mocked-brothers-after-sparing-7449509>.

232 Press Association, ‘Drug-Dealing Brothers Jailed After Mocking Judge on Facebook’, The Guardian (online), 27 February 2016 <http://www.theguardian.com/technology/2016/feb/26/drug-dealing-brothers-jailed-after-mocking-judge-on-facebook>. In New Zealand, an occurrence similar to the Sleddens posting negative comments on social media about Judge Beverly Lunt took place. Troy LaRue posted insulting comments about Judge Allan Roberts on Facebook and then appeared before Judge Roberts days later. Mr LaRue’s comments were read in Court before His Honour sentenced Mr LaRue for unpaid fines, see: LaRue v Ministry of Justice Collections Unit [2016] NZHC 666 (13 April 2016); Andrew Owen, ‘Judge Allan Roberts has his Day in Court as he Sentences Man who Insulted him on Facebook’, The Sydney Morning Herald (online), 18 April 2016 <http://www.smh.com.au/world/judge-allan-roberts-has-his-day-in-court-as-he-sentences-man-who-insulted-him-on-facebook-20160418-go96c4.html>.
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235 Henson-Armstrong, above n 233, 267.
encouraged Australians over online radio to try to influence Judge Geoffrey Chettle while His Honour presided over a drug matter in 2013. Mr Bonacci posted the email addresses for the Chief Judge of the County Court of Victoria, his associate and four of His Honour’s staff members on Facebook. He encouraged people to contact the aforementioned people, and they did. Justice Stephen Kaye found Mr Bonacci to be in contempt of court for his actions.236

Judicial officers can consider taking some of the actions that were suggested regarding when a member of the public posts malicious or contemptuous posts about them on social media when someone posts their personal information on social media.

Peter James Jamieson allegedly threatened Tasmanian Magistrate Michael Brett on his Facebook page. Jamieson was charged with three counts of using a carriage service to make a threat to cause serious harm. Jamieson posted a photograph of shells from a shotgun on his Facebook page, with the words: “Thanks honourable Judge Brett, you’ve really made things so good for my family. I’ll get you...”237 The charges also related to threats that Jamieson made regarding another one of his family members.238 Such threats can understandably cause judicial officers and their families considerable stress and it is important that such threats are taken seriously and promptly reported to police to prevent them from being acted upon.

A judicial officer may be able to commence defamation proceedings against a person who made malicious or contemptuous posts about them. A judicial officer who commences such proceedings is in a similar position to other plaintiffs who commence defamation proceedings against people who are not judicial officers. If judicial officers commence defamation proceedings, it may discourage the public from criticising judicial officers reasonably.239 Further, people could already have seen the relevant posts well before the judicial officer commenced the lawsuit,240 so the damage to the public’s confidence in the judiciary may have already occurred.


238 ABC News, ‘Man Accused of Threatening to ‘Get’ Tasmanian Magistrate in Facebook Post’, ABC News [online], 14 January 2015 <http://www.abc.net.au/news/2015-01-14/man-accused-of-threatening-tasmanian-magistrate-on-social-media/6017676>. The author of this issues paper was unable to find the outcome of the charges against Jamieson when she finalised this issues paper.


240 Angelotti, above n 217.
Another possible repercussion that people who make malicious or contemptuous comments on social media about judicial officers could face is that they are charged with a unique criminal code offence for maliciously attacking the judiciary on social media.241 This is a highly novel suggestion. Such an offence may help to deter the public from committing these actions. However, due to the instantaneous nature of social media it is possible that such a deterrent may not be helpful. A discussion of additional criminal charges that people who post malicious or contemptuous comments about judicial officers could face is outside the boundary of this issues paper.

The Law Institute of Victoria has recommendations for lawyers about the actions that they should take when a member of the public posted negative social comments about them on social media. One of the recommendations is that if the person who posted the comments wrote about a mistake that the lawyer made, then the lawyer can correct it. If the person who posted the comments is simply ‘attacking to get a response’, then the lawyer does not need to respond.242 These recommendations can be applied to judicial officers when such comments are posted about them on social media.

A judicial officer can use different methods to find out about whether someone wrote malicious or contemptuous comments about them on social media. A judicial officer can create Google alerts so that they receive an email when their name is mentioned online, including being mentioned on social media.243 Judicial officers can use Hootsuite’s ‘social media monitoring’ to check several social media platforms to see what is posted about them.244 Social Mention is another program that judicial officers can use to see what is posted about them on many social media sites.245 Courts can allocate staff who can use the aforementioned programs to search for posts about judicial officers on social media and alert judicial officers when they find such posts.

It is also possible that people may pose as a judicial officer on the internet or social media and write malicious or defamatory comments. This happened to a lawyer, Josh Bornstein, from Maurice Blackburn Solicitors, Victoria. Mr Bornstein is highly active on social media. A fraudster stole his identity and wrote a highly malicious and defamatory

242 Law Institute Victoria, above n 223.
243 Ellyn Angelotti, How to Handle Personal Attacks on Social Media (20 August 2013) <http://www.poynter.org/2013/how-to-handle-personal-attacks-on-social-media/219452/>;
245 SocialMention, <http://socialmention.com/about/>. For a list of additional programs that judicial officers can use to check their social media reputation, see: Melissa O’Connor, 10 Top Social Media Monitoring & Analytics Tools <http://tweakyourbiz.com/marketing/2013/03/06/10-top-social-media-monitoring-analytics-tools/>.
article in an online newspaper and used his name. The fraudster also created a Twitter account in Mr Bornstein’s name and wrote similarly malicious and defamatory tweets. Mr Bornstein persuaded the online newspaper to delete the article. He also convinced Twitter to remove the defamatory and malicious content with others’ help. Mr Bornstein asked the police to help him, but they were not of great assistance. A law student and a journalist tracked down the fraudster in the United States.

Mr Bornstein’s experience is highly relevant to the issue of people writing contemptuous or malicious content posing as a judicial officer. If people do so, this could lower the public’s confidence in the judiciary and it may be necessary to track down the culprit. However, this raises the question of whether the courts have the resources to engage people to take such action. It also raises the question of who should be responsible for taking this action: the courts, the police or another entity? Certainly if it’s a physical threat, then the police should take action. Mr Bornstein’s experience also highlighted the heightened vulnerability of judicial officers/lawyers who actively participate in social media. It raised the question about whether this behaviour should be discouraged and whether limitations should be placed on it.

b. How have Australian courts dealt with this issue to date

Australian courts have also dealt with malicious or contemptuous comments on their social media pages. This section will use information from the previously mentioned 2015 survey that the author of this issues paper undertook.

Many people posted comments on the New South Wales Supreme Court’s social media account that are critical of the Court’s decisions or activities. Only one person wrote a comment on the Court’s Facebook page that breached the Court’s General Terms of Use. The comment contained expletives criticising the judicial system and the judiciary and was considered obscene and offensive. It was a random comment, in the sense that it was posted to a

---

246 Josh Bornstein, ‘When Judicial Officers and Tribunal Members (and their Families) Personally Use Social Media - the Potential Benefits and Risks’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 26 May 2016). Also note that the Family Court of Australia was able to track down ‘Violence Hurts’, which tweeted malicious comments about the Court. Denise Healy, ‘When Social Media is Used Maliciously or Contemptuously to Denigrate, Threaten or Cyberstalk Judicial Officers or Tribunal Members: the issues involved, Can Judicial Officers and Tribunal Members be Protected, and the Potential for Government Response’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 26 May 2016). John-Paul Cashen, Macpherson Kelley Lawyers, spoke about how he also tracked down people who appeared to be anonymous on social media as a result of one of his clients: John-Paul Cashen, ‘When Social Media is Used Maliciously or Contemptuously to Denigrate, Threaten or Cyberstalk Judicial Officers or Tribunal Members: the issues involved, Can Judicial Officers and Tribunal Members be Protected, and the Potential for Government Response’ (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 26 May 2016). Mr Cashen stated that in some cases, he wrote a letter to people who were anonymous on social media once he discovered their identity. In the letter, he asked them to stop their behavior. Some of them did.
picture of a new courthouse that was uploaded—not in response to a post by the Court about a particular decision or event.\textsuperscript{247}

The Court deleted the comment. The author of the comment did not write any further offensive posts. The Court has also received negative comments (that did not breach its General Terms of Use) such as comments about the litigation involving Gina Rinehart and the Court’s website. The Court found that when the public comments on their social media it is usually positive.\textsuperscript{248} The Court receives more negative and derogatory comments on its Twitter page than its Facebook page. ‘The Court’s experience to date is that as a demographic it appears the Facebook users are more respectful and restrained in their interaction with the Supreme Court than Twitter followers. This experience has been contrary to what was expected.’\textsuperscript{249}

The Family Court of Australia has generally had ‘a very positive’ experience with Twitter, with the exception of a relatively small number of negative tweets. The Court identified that a litigant was the author of hundreds of tweets that were ‘usually criticising the Court’ and were published on that person’s (anonymous) Twitter account but many tweets would include the Family Court of Australia’s Twitter handle. Some of the tweets were repeats of earlier tweets. The Court did not take any action regarding the relevant Tweets as they were from that person’s Twitter account, not the Court’s account. It simply continued to use social media as usual. The litigant’s inclusion of the Court’s Twitter handle within their tweets has become less frequent.\textsuperscript{250}

\section*{c. Are any regulations available that can be applied to deal with individual members of the public}

The Australian Communications and Media Authority can take action if different ‘prohibited content’ on the internet is published by a host that is located in Australia.\textsuperscript{251} This action includes issuing a ‘take-down notice’,\textsuperscript{252} which would require the business that hosts the comment to remove it. ‘Prohibited content’ involves content that the Classification Board has classified as ‘RC’, ‘X18+’, ‘R18+’, ‘MA15+’,\textsuperscript{253} General malicious or contemptuous content against judicial officers on social media does not appear to fall under this scheme.

\begin{footnotesize}
\begin{enumerate}
\item Survey of the Chief Justice’s Research Director and the Court’s Media Managers, Supreme Court of New South Wales (by email, 16 October 2015).
\item Ibid.
\item Ibid.
\item Survey of the National Media and Public Affairs Manager, the Family Court of Australia (by email, 23 October 2015). A YouTube Channel called “Anonymous” posted videos that attacked the Family Court, stated by The Hon Justice Sharon Johns, ‘When Social Media is Used Maliciously or Contemptuously to Denigrate, Threaten or Cyberstalk Judicial Officers or Tribunal Members: the Issues involved, can Judicial Officers and Tribunal Members be Protected and the Potential for Government Response (Speech delivered at A Symposium: Challenges of Social Media for Courts & Tribunals, Radisson on Flagstaff Gardens, Melbourne, 27 May 2016).
\item \textit{Broadcasting Services Act 1992} (Cth) sch 5.
\item Ibid sch 7.
\item Ibid sch 7.
\end{enumerate}
\end{footnotesize}
Conclusion

Judge Gibson stated, ‘[j]udges will be expected not only to know about, but also to be able to use, social media. Personal use is the main area of difficulty, in terms of the potential for attracting criticism of what a judge says or does in his or her personal capacity.’ It is hoped that this issues paper and the Symposium have provided useful and practical information to help judicial officers to use social media in their personal capacity if they so choose and guidance to deal with malicious or contemptuous comments about them on social media. It is also hoped that this issues paper and the Symposium have provided useful and practical information to judicial officers in other areas that involve the courts and social media.

If judicial officers are knowledgeable about social media, this can help them to take advantage of the opportunities that social media offers and prevent the dangers that social media can cause from occurring. This may impact upon the public’s confidence in the judiciary. While this issues paper dealt with several important topics concerning how social media impacts upon the courts, it is not exhaustive. There are other important topics in this area that judicial officers may want to consider (such as whether uniform guidelines for judicial officers regarding social media use are necessary). More materials and training for judicial officers regarding social media may be necessary in the future as new issues are identified and current issues change. The author of this issues paper notes that she is always happy to discuss the topic of social media and the courts with members of the judiciary, lawyers, academics and other relevant stakeholders from around the world. Such discussions are helpful to ensure that her research is relevant and practical and that she shares it with the people who benefit from it the most.

The introduction of this issues paper stated that social media has had a profound impact on Australian courts in a short period. It will be important to observe whether (or more likely how) this profound impact will manifest itself in the future.

---
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Annexures
Annexure A: Selected Social Media Policies of Australian Courts

Courts Administration Authority of South Australia Twitter Policy


Home > Twitter

Introduction

This is how the Courts Administration Authority (CAA) uses Twitter.

Content

If you follow us on Twitter (@CourtsinSA) you can expect news and information from the CAA and its participating Courts. This includes notification of public announcements, media releases, certain outputs of participating Courts (e.g. notices of inquest findings being handed down) and administrative matters.

Following and retweets

The CAA follows organisations or individuals of relevance to the CAA and may retweet suitable content. The fact that the CAA follows a Twitter account or retweets content does not imply endorsement of any kind by the CAA and its participating Courts.

Replies

Please note that the CAA cannot enter into any discussion about a case or a decision, ruling, penalty, verdict, sentence or judgment.

The CAA does not provide legal advice or respond to individual questions about personal circumstances or cases.

Sending messages to the CAA Twitter feed is not considered contacting the CAA or individual State Courts for any purpose. To contact the Courts in an official way, use existing contact mechanisms, which are shown on the CAA website (www.courts.sa.gov.au Contact us)

Your privacy

Any posts you make on Twitter are publicly viewable and searchable. Posts may remain online indefinitely and can be found by search engines. Do not post personal information of any kind on the CAA twitter page. Please note penalties exist for publishing material subject to statutory and court-ordered suppression orders.

Inappropriate material

Any posts that are abusive, threatening, appear to be defamatory, discriminatory, hateful toward any group or person or are in any way unlawful will be deleted as soon as possible. The CAA may block users who post material of this nature. Please also note that Twitter has terms and conditions by which its users are bound.
Official Use of Twitter by the Family Court


The Family Court has an official Twitter account — @FamilyCourtAU. Currently this is the only official social media account of the Court.

What you can expect from us
If you follow us on Twitter, you can expect short updates with the latest news, information, services and judgments (at least three times per week). This includes notification of:

- judgments
- registry closures
- legislation and rules changes
- selected job vacancies
- new publications and forms and changes to existing ones, and
- media releases.

While the Court endeavours to ensure the information published on our Twitter feed is current and accurate at the time of publication, we advise you to always verify its currency and relevance for your purposes as it could be subject to change over time. Remember, any posts you make on any social networking websites like YouTube, Facebook and Twitter are publicly viewable and searchable. Please be aware that what you post may remain online indefinitely and can be found through search engines and online archives.

We ask that you protect your personal privacy and the privacy of others by not posting personal information on the Court’s social networking account. Unlike other jurisdictions, very strict rules apply to repeating information about family law proceedings and the disclosure of personal or identifying information about parties to family law matters under the Family Law Act 1975 – SECT 121. Penalties of up to one year imprisonment can apply.

The Family Court records all information posted to the Court’s Twitter page and use that information for the purpose of administering the Twitter page and considering and/or addressing any comments made.

If you have a question about your personal circumstances, or want to make a formal enquiry, comment or provide feedback to the Court, contact the Court’s National Enquiry Centre by email enquiries@familylawcourts.gov.au or phone 1300 352 000.

Reporting and publication of family law matters.

The Family Law Act restricts how court proceedings are recorded and what information can be published or broadcast, including on social networking sites.
Section 121 of the Family Law Act 1975 makes it an offence to publish proceedings or images that identify people involved in family law proceedings unless a Publication Order has been made or another s 121 exemption applies.

Section 97 of the Family Law Act provides that all proceedings are held in open court unless the Court decides otherwise.

Penalties of up to one year imprisonment can apply for breaches of s 121.

Your privacy

The Family Court respects your right to privacy and the security of your information. We ask that you protect your personal privacy and the privacy of others by not posting personal information on the Court’s Twitter feed or any other social networking accounts.

Postings will be regularly reviewed during business hours. Posts that contain personal information and/or inappropriate language and are potentially offensive or defamatory will be removed.

The Court’s Privacy Policy applies to the use of Twitter. The Court is not responsible for the privacy practices or content of Twitter or any linked websites.

You can read more about the Court’s commitments and legal obligations in the fact sheet ‘The Courts and your privacy’. The fact sheet includes details about information protection under the privacy laws and where privacy laws do not apply.

Social media disclaimer

Twitter is an external site and when using it you are bound by the terms and conditions of use of that site. We encourage you to review the legal policies of that site for further information. The Court does not endorse, and is not accountable for any views expressed by third parties using that site.

Court staff may use social media for personal and professional reasons, however are not representing the Court when doing so. All court staff are governed by the Court’s social media policy. The use of social media by public servants is also governed by the APS Values and Code of Conduct. Public servants are expected to maintain the same high standards of conduct and behaviour online as would be expected through other channels.
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Supreme Court of Tasmania
Social Media Policy
@SCTasmania

Introduction

This document sets out how the Supreme Court of Tasmania uses social media. The Court currently uses Twitter as its social medium.

Content

If you follow us on Twitter @SCTasmania you can expect regular updates with news and information from the Court. This includes notification of:

- judgments handed down
- sentencing comments
- administrative announcements
- new publications and speeches
- Practice Directions
- Circulars to Practitioners
- media releases

Following

The Supreme Court follows organisations or individuals of relevance to it. The fact that we follow a Twitter account does not imply endorsement of any kind by the Supreme Court of Tasmania.

Replies

We welcome your feedback. However we do not have the resources to reply individually to all messages we receive via Twitter.

Please note that the Court cannot enter into any discussion about a case before it, or about a judgment that has been published, or a sentence that has been imposed.

You should also be aware that the Court cannot offer legal advice or respond to individual questions about your personal circumstances or case. Sending messages to our Twitter feed will not be considered contacting the Court for any official purpose. If you need to contact the Court for an official purpose please visit our Contact Us page.

Your Privacy

Remember that any posts you make on a social networking site, including Twitter, are publicly viewable and searchable. Your posts may remain online indefinitely and can be found through search engines.
We ask that you protect your personal privacy and the privacy of others by not posting personal information on the Court’s Twitter page. You should be aware that penalties may apply to disclosing personal information in some circumstances, including information that identifies people who are victims of sexual assault, or are involved in a family law proceeding; and information about a case which is covered by a suppression or non-publication order.

The Supreme Court of Tasmania respects your right to privacy. Postings are regularly reviewed during business hours. Posts that contain personal information may be removed.

*Inappropriate Material*

The Supreme Court of Tasmania is committed to protecting your rights and safety. We welcome debate but will delete all posts that are abusive, offensive, threatening, or appear defamatory, discriminatory, hateful towards any group, or that are in any way unlawful.

Please note that we may block users who post material of this nature.

You should also be aware that Twitter is an external site and that when using it you are bound by the [terms and conditions of use](#) of that site.

*Availability*

Twitter may occasionally become unavailable. The Supreme Court of Tasmania does not accept responsibility for lack of service due to Twitter downtime.
Annexure B: Table of Types of Social Media that Australian Courts are Using

Two stars beside the name of the court means that the court did not complete the survey of the author of this Issues Paper because the survey was not sent to them or for some other reason.

<table>
<thead>
<tr>
<th>Court</th>
<th>Twitter</th>
<th>Facebook</th>
<th>YouTube</th>
<th>LinkedIn</th>
<th>Other</th>
</tr>
</thead>
<tbody>
<tr>
<td>County Court of Victoria</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>District Court of New South Wales</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Family Court of Australia</td>
<td>x</td>
<td>x</td>
<td>X</td>
<td>x live chat</td>
<td></td>
</tr>
<tr>
<td>Magistrates’ Court of Victoria</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>New South Wales Civil and Administrative Tribunal**</td>
<td>x</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>South Australian Courts</td>
<td>x</td>
<td></td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Supreme Court of New South Wales</td>
<td>x</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Supreme Court of Tasmania**</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Victoria Supreme Court</td>
<td>x</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
## Annexure C: Table of URLs of Courts and Tribunals that are Using Social Media

*Two stars beside the name of the court means that the court did not complete the survey of the author of this Issues Paper because the survey was not sent to them or for some other reason.*

<table>
<thead>
<tr>
<th>Court</th>
<th>URLs</th>
</tr>
</thead>
<tbody>
<tr>
<td>County Court of Victoria</td>
<td><a href="https://Twitter.com/CCVMedia">https://Twitter.com/CCVMedia</a>&lt;br&gt;<a href="https://VicCourtsTribunalsTV">https://VicCourtsTribunalsTV</a></td>
</tr>
<tr>
<td>District Court of NSW</td>
<td><a href="https://mobile.twitter.com/NSWDstCt">https://mobile.twitter.com/NSWDstCt</a></td>
</tr>
<tr>
<td>Magistrates’ Court of Victoria**</td>
<td><a href="https://mobile.twitter.com/MagCourtVic">https://mobile.twitter.com/MagCourtVic</a></td>
</tr>
<tr>
<td>New South Wales Civil and Administrative Tribunal**</td>
<td><a href="https://mobile.twitter.com/NCATNSW">https://mobile.twitter.com/NCATNSW</a>&lt;br&gt;<a href="https://www.facebook.com/ncatnsw">https://www.facebook.com/ncatnsw</a></td>
</tr>
<tr>
<td>South Australian Courts</td>
<td><a href="https://www.youtube.com/user/CourtsAdminAuthority">https://www.youtube.com/user/CourtsAdminAuthority</a>&lt;br&gt;<a href="https://mobile.twitter.com/CourtsinSA">https://mobile.twitter.com/CourtsinSA</a></td>
</tr>
<tr>
<td>Supreme Court of New South Wales</td>
<td><a href="https://mobile.twitter.com/NSWSupCt">https://mobile.twitter.com/NSWSupCt</a>&lt;br&gt;www.facebook.com/SupremeCourtNSW</td>
</tr>
<tr>
<td>Supreme Court of Tasmania</td>
<td><a href="https://twitter.com/SCTasmania">https://twitter.com/SCTasmania</a></td>
</tr>
<tr>
<td>Victoria Supreme Court</td>
<td><a href="https://twitter.com/SCVSupremeCourt">https://twitter.com/SCVSupremeCourt</a>&lt;br&gt;<a href="https://www.facebook.com/SupremeCourtVic">https://www.facebook.com/SupremeCourtVic</a></td>
</tr>
</tbody>
</table>

---
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